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1.   Napster, even in its now defunct state, is a cultural phenomenon that has shaped the legal, social, and artistic

landscape in the Internet Age.  Ironically, Napster has achieved this importance in American culture and law
without offering a service or business model that generates any revenue.[1]  A company that has produced more
clones than dollars will be primarily remembered for the effect it has had on law and music long after it
disappears from the Internet scene.

2.   The legal story of Napster began on December 6, 1999 when eighteen music companies filed suit against
Napster, Inc. in the U.S. District Court for Northern California.[2]  From that moment forward, Napster was
public enemy number one for the Recording Industry Association of America (RIAA).[3]  The RIAA directed
the lawsuit and alleged that Napster was vicariously liable for the direct copyright infringements of its users and
for committing contributory copyright infringement.[4]  Because of actions taken by the courts surrounding this
lawsuit, Napster has remained in an inactive state since July 11, 2001[5] and only recently has any hope
developed that the company may survive through a settlement.[6]  Whether this recent partial settlement will
actually revive the dying company is not as important as what the legal and technological landscape will look
like now that the courts have spoken and Napster and its brethren are a painful reality for the recording industry.

3.   This article evaluates the legal, technological, and political ramifications since A&M Records v. Napster
(“Napster”) has adapted copyright law to the Internet.  Part I of this article will discuss the technological
innovations that have made “MP3” and “Napster” part of America’s everyday vocabulary.  Part II will address
the responses of society, industry, and artists to Napster.  Part III will analyze the critical statutes that are
relevant in Napster.  Part IV will examine the district court holdings in the case to date.  Part V will describe the
consequences of Napster’s apparent “loss” in the case.  Part VI will offer a possible solution to the
shortcomings of existing copyright regulations and attempt to bring perspective to this evolving area of law.

 
I.          Technological Innovations
A.         Birth of a Format

4.   To understand Napster, it is necessary to look back in time to the very origins of digital music compression.  In
1987, at the Fraunhofer Institut Integrierte Schaltugen in Germany, research on EUREKA project EU147 began.
[7]  The final product of that project was patented in April 1989 by Fraunhofer Gessellschaft, the German
company that sponsored the original research.[8]  In May 1988, the first meeting of the Motion Pictures Expert
Group (MPEG) was held in order to develop a compression technology for movies and music.[9]  In 1992, the
algorithm patented by Fraunhofer was integrated into the MPEG-1[10] format.[11]  Still, it was not until
February 1999, after several revisions of the MPEG format, that Sub Pop, an independent record label, began
distributing music in the MP3[12] format.[13]

5.   The development of the MP3 compression technology has since revolutionized digital music.  Initially, users
were limited to raw, uncompressed WAV files.[14]  These files were too large to be transported via disks or
over the Internet, often monophonic, and of poor quality.[15]  The next generation of sound files was developed
by Sun Microsystems and called .au files.[16]  These files improved sound quality and achieved a 2:1
compression ratio.[17]  At that time, MIDI files were also common, but limited to purely instrumental
recordings.[18]  The MP3 format was a gigantic leap forward from big, low-quality music files to small, near
CD-quality files.  The MP3 format compresses music at a 12:1 ratio versus CDs.[19]  MP3s are typically
obtained by music listeners in one of two ways.[20]  First, users can convert songs from CDs they own using a
process caused “ripping.”[21]  Second, users can download MP3 files from the Internet using one of the
methods described below.[22]

B.         Birth of a Company

6.   The incredible innovations that occurred in compression technology coincided with unprecedented advances in
file sharing technology.  For most of the modern personal computer era, users were limited to exchanging files
via disks and direct modem connections.  This process was often time consuming and logistically impractical. 
As a result, file exchange, especially in the area of music files, was a limited practice.

7.   The World Wide Web, combined with an increasing speed of connections, promised information and file
exchange for all.[23]  In 1993, a group of college students formed the Internet Underground Music Archive
(IUMA).[24]  The purpose of IUMA was to allow musicians an inexpensive way to distribute their music.[25] 
IUMA was the first in a line of artist-driven online distribution centers including MP3.com and emusic.com. 
Initially, however, users were limited to exchanging information to and from servers that had web pages
designed for upload and download.  Soon after the development of IUMA, thousands of websites appeared that
offered users the ability to download songs in MP3 format.[26]  Web search engines such as Yahoo and Excite
allowed users to search for songs on these sites.[27]  Lycos engineered a separate search engine that looked
specifically for MP3 files.[28]  Still, the download sites were often shut down in response to pressure from law
enforcement and the music industry.[29]  Limitations on server space also inhibited the growth of significant
catalogues of music.[30]  Further, the search engines did not provide complete coverage of these sites, and
“dead” links plagued users trying to find MP3 files.[31]

8.   The growth of IRC[32] opened a new avenue of file sharing as users could contact each other directly and
exchange files without having to establish a separate, direct modem connection.[33]  IRC exchanges were also
virtually untraceable and afforded users relatively quick transfers.[34]  IRC transfers were functionally limited,
however, because there was no indexing system to allow users to know ahead of time which files another user
had.  Usually contact was initiated through a chat room or other public web forum.[35]  Exchanges using this
system were typically limited to swaps among a group of friends.[36]

9.   Napster was revolutionary because it addressed almost all the shortcomings of the previous exchange systems
while garnering a large user base that made extensive swapping possible.  The system was originally designed
by Shawn Fanning, a nineteen-year-old first-year student at Northeastern University, to make it easier for his
roommate to find MP3 files on the Internet.[37]  Fanning’s solution was to have users of his software
automatically upload the names of the songs on their hard drives to a centralized database and to allow other
users to select songs for download from that index.[38]  The software then exchanged IP address information
for both computers and initiated the download.[39]  At no time would the file actually be on Napster’s servers.
[40]  Rather, the software would act as a matchmaking tool to bring MP3 users together.[41]

10. In August 1999, Fanning made his software available for free to the public.[42]  Until it was shut down, the
Napster software (MusicShare) required each user to fill out a basic application with limited user information
and to choose a user name.[43]  After the user logged on, he was free to search for any song title, artist, or
genre.

II.         Response
A.         Artist Response

11. Many artists have concluded that allowing free MP3 distribution would serve the same promotional function as
permitting bootlegging and tape swapping among fans.[44]  Public Enemy released parts of a recent album free
of charge in an effort to cut out the middleman.[45]  The Beastie Boys used their official website as the
launching pad to deliver several songs free to fans.[46]  In exchange, the Beastie Boys required downloaders to
give their e-mail addresses to be used in future marketing efforts.[47]  Billy Idol used MP3.com to allow fans to
download some of his new songs.[48]  Alanis Morissette distributed recordings of her live performances
through the Internet.[49]

12. More significantly, many independent and lesser-known artists have used the Internet to expose a much wider
audience to their music than would otherwise be possible.[50]  These artists have been able to make money on
their music without ever being signed by a major record label.[51]  “[T]he industry could learn from the way
obscure, far-flung musicians have made names for themselves in localized online communities by distributing
their recordings on MP3 sites.”[52]  Napster’s New Artist Program grew to facilitate this method of promotion.
[53]

13. Even when artists had not authorized their songs to be released through Napster or another service, the potential
for such a market was clear.  Tim McGraw’s jump to the top of country music charts was linked to an
unauthorized release of his new single onto Napster.[54]  Similarly, the release of Radiohead’s album Kid A was
met by a tremendous consumer reception following unauthorized availability of tracks from the album on
Napster before the album was released.[55]  Even artists like Madonna, who attacked Napster for having songs
from upcoming albums available before release, have exceeded album sale expectations.[56]

14. Madonna was not alone in attacking Napster, however.  In fact, a large contingent of musicians has supported
the RIAA’s efforts to defeat Napster.  Ironically, the formerly anti-establishment heavy metal group Metallica
has been the most vocal of the critics of Napster and online music distribution.[57]  Other anti-Napster critics
include such wide-ranging musicians as Lou Reed, Sean “Puffy” Combs, Eminem, Dr. Dre, and Elton John.[58]

B.         Industry Response

15. Even as Napster has changed the music distribution landscape, the recording industry has been loath to alter its
established methods.  The primary model for music distribution today is still for an artist to contract through the
Big Five.[59]  The Big Five (BMG Entertainment, Sony Music, Warner Music Group, EMI Recorded Music,
and Universal Music Group) control eighty percent of the popular music industry.[60]  In January 2000, the
power of the Big Five became even more concentrated when EMI and Warner initiated a merger.[61]

16. After an artist has written his or her songs, he or she usually hires a publisher to promote the music.[62]  The
publisher receives license to market the song in exchange for a share of the royalties.[63]  If the artist is not a
performance artist, the publisher is also responsible for locating musicians to play the artist’s songs.[64]

17. Exact terms of contracts with the Big Five vary but the deals usually revolve around the production of a record.
[65]  The recording company gets the bulk of the sales revenue and the publisher usually receives a percentage
of the royalties.[66]  An artist who performs on the record is usually compensated through a small royalty share
or a flat stipend.[67]  In most agreements, the publisher owns the songs and the record company has complete
ownership over the record itself.[68]  A musician with a record deal will typically earn less than ten percent of
the net revenue from album sales.[69]  With this arrangement, the recording industry has been extremely
successful.  Even as it claims Napster is threatening its existence, CD sales are up again.[70]

18. As a result of their defeat in RIAA v. Diamond Multimedia,[71] the RIAA launched the Secure Digital Music
Initiative (SDMI).[72]  The SDMI members included such industry heavyweights as America Online, AT&T,
and Microsoft.[73]  The SDMI has two phases.  In Phase I, SDMI-compliant digital music players that can play
both compliant and non-compliant music will be manufactured and sold.[74]  In Phase II, SDMI-compliant
music will be issued over the internet.[75]  Members of SDMI are obligated to upgrade devices as secure
technologies become available.[76]

19. In July 1999, the SDMI announced that they had adopted a specification for all portable digital music players.
[77]  That specification requires that all SDMI-compliant music will incorporate a digital watermark[78] that
can be read by SDMI-compliant digital music players.[79]  Numerous commentators have accepted the SDMI’s
optimistic perspectives on digital music security and forecasted success.[80]  In fact, some writers have come to
believe that such technology is already effective and available.[81]

20. In its most basic form, the technology necessary to secure copyrights would entail a system that attached the
status of ownership, permissible use information, and the nature of the copyrights on the music to each MP3
file.[82]  This Electronic Copyright Management System (ECMS) would thus deter and potentially prevent
illicit transfers of copyrighted songs.[83]  There is little doubt that these security systems are easy to create and
implement.[84]  The Audio Home Recording Act (AHRA)[85] attempted to legislate the use of ECMSs but its
simplistic system was too easily defeated by stripping the copyright information from the MP3 file (with the
song file still intact).[86]

21. Digital watermarks are a form of ECMS that applies an inaudible, irremovable packet of copyright information
to a song data file.[87]  The watermark can also contain the name and credit information of the original
purchaser of the song.[88]  As a result, the original copyright license purchaser can be identified in all future
copies.[89]

22. In an effort to test the various SDMI efforts to secure digital music, the organization launched the “Hack
SDMI” challenge.[90]  SDMI offered a $10,000 reward to any group that could break one of the technologies if
they reported how they were able to do so.[91]  Initially, hackers were reluctant to answer the challenge because
many felt it was antithetical to the purpose of the Internet.[92]  A boycott against the “Hack SDMI” challenge
was organized by Don Marti of the Linux Journal.[93]  Nonetheless, a few hackers tried to break SDMI’s
watermark and on October 12, 2000 were reported to have done so.[94]  On October 13, however, SDMI
director Leonardo Chiariglione said that Salon.com’s report of the hacked watermarks was “completely wrong,
unfounded, anonymous slander.”[95]  Still, Salon.com’s source said all four SDMI technologies were broken
and that SDMI was trying to cover up their failure to develop secure watermarks.[96]  From the best available
accounts, it appears that all the SDMI technologies were broken by a group from Princeton, led by computer
science professor Edward Felten, but that they refused to disclose their techniques to SDMI because doing so
would eliminate their ability to publish the results.[97]

23. The experience of SDMI so far is indicative of the inevitable problems that will confront attempts to watermark
or encrypt digital music.  As William Crowell, a security expert for Cylink Corp., has said, a software
watermark is “by definition hackable.”[98]

24. Given the huge number of MP3 files already in existence, the explosion of file-sharing software, the
willingness of companies to try to profit from illicit copies, and the likelihood that SDMI will be circumvented,
it seems reasonable to suppose that the music industry will never be able to restrict copyrighted material on
personal computers connected to the Internet.[99]

25. The failure of available secure music formats also creates a dim view for the prospects of SDMI efforts.  AT&T
created the a2b format which allows an astounding 20:1 compression ratio without an audible loss of quality.
[100]  Each a2b file is secured with a unique sound key.[101]  Similarly, Liquid Audio’s format offers a high
quality encrypted, traceable format.[102]  Liquid Audio uses a digital watermark (called the Genuine Music
Mark) that can be traced by “spiders.”[103]  Microsoft has also developed its own format with advantages
similar to AT&T’s design.[104]  While some forecasted that these formats would supplant MP3,[105] none of
them has taken hold, and MP3 continues to be the preferred format for digital music listeners.[106]  Just like
the DIVX standard has failed to take hold in the Digital Video Disk (DVD) market, watermarked and encrypted
music formats may never gain popularity with listeners.[107]

26. Still, things may be changing in the Big Five’s approach to Napster and online music distribution in general. 
On October 31, 2000, Bertelsmann AG (the parent company of BMG music) announced it had formed a
strategic alliance with Napster and dropped itself from the industry’s lawsuit against the company.[108]  As part
of the alliance, a pay system was to be implemented for all songs for which BMG owns the copyrights.[109] 
At the time of this writing, the details of the alliance were still not finalized.  It is unclear whether BMG will
agree to the suggestion of Napster’s chief executive, Hank Barry, of a five dollar per month flat fee or whether
some alternate pay arrangement would be created.[110]  Until the details of the alliance are finalized, it would
be premature to speculate on how the arrangement will affect Napster and the lawsuit against it.

C.         Consumer Response

27. As of early April 2000, there were over 5 million registered Napster users.[111]  It was estimated that by the
end of 2000, there would be 75 million registered users.[112]  MP3 had become the most popular format for
distributing digital music.[113]  In fact, “MP3” became a more commonly searched term on the Web than
“sex.”[114]  At its peak, approximately 10,000 MP3 files were shared every second using Napster.[115]  The
service’s popularity on college campuses became so high that some schools banned the program from being
used on their networks.[116]  Against this backdrop of popularity, there is no agency with the authority to
police the Internet for copyright infringements like the kind Napster and its users are accused of committing.
[117]

III.       The Law
A.         The Copyright Act, Fair Use, and Substantial Non-Infringing Uses[118]

28. Although the Constitution itself provides for the ability of Congress to regulate copyrights,[119] it was not until
1909 that Congress enacted the Copyright Act[120] and began the modern era of copyright law.[121]  After
realizing that the 1909 act did not address issues brought about by the development of computers and other
technology, Congress rewrote much of the existing copyright law in the Copyright Act of 1976.[122]  The
Copyright Act gives songwriters and composers of music copyright protection for their “musical works,
including any accompanying words.”[123]

29. Although there is little case law applying copyright statutes to the complex problems presented by the Internet,
there are some basic elements to which all parties can agree.  In Napster, the chief claims are that Napster was
responsible for vicarious and contributory copyright infringement.[124]  “To prevail on a contributory or
vicarious copyright infringement claim, a plaintiff must show direct infringement by a third party.”[125]  In a
case like Napster, the third party is the user of the download service.  As in Napster, this issue is often not
contentious since the users’ actions are clearly direct infringements.[126]

30. “A contributory infringer is ‘one who, with knowledge of the infringing activity, induces, causes or materially
contributes to the infringing conduct of another.’”[127]  The knowledge requirement does not require “actual
knowledge.”[128]  Rather, “a defendant incurs contributory copyright liability if he has reason to know of the
third party’s direct infringement.”[129]  Although this issue is often disputed between the parties, the chief area
of conflict lies in the two major affirmative defenses in infringement cases: fair use and substantial non-
infringing use.[130]

1.          Fair Use

31.  Folsom v. Marsh established the fair use doctrine in American jurisprudence as an affirmative defense against a
claim of copyright infringement.[131]  In Folsom, the court permitted copying by the defendant of several
works, including the plaintiff’s copyrighted biography of George Washington.  The factors used by the court to
establish the defense were later codified in section 107 of the Copyright Act of 1976.[132]  That statute permits
copying “for purposes such as criticism, comment, news reporting, teaching (including multiple copies for
classroom use), scholarship, or research.”[133]  The factors to be used on a case-by-case basis are:

(1) the purpose and character of the use, including whether such use is of
commercial nature or is for nonprofit educational purposes; (2) the nature of
the copyrighted work; (3) the amount and substantiality of the portion used in
relation to the copyrighted work as a whole; and (4) the effect of the use upon
the potential market for or value of the copyrighted work.[134]

2.          Substantial Non-Infringing Use

32. The controlling case for questions of substantial non-infringing uses in contributory and vicarious infringement
claims is Sony Corp. of America v. Universal City Studios (“Sony”).[135]  “Sony stands for the rule that a
manufacturer is not liable for selling a ‘staple article of commerce’ that is ‘capable of commercially significant
noninfringing uses.’”[136]  In Sony, the Supreme Court allowed the company to distribute its Betamax video
recording device because it was able to show time-shifting as a substantial non-infringing use.  The defendant
bears the burden of proving whether a substantial non-infringing use exists for their product.[137]

B.         The Audio Home Recording Act (AHRA)

33. The AHRA, put into effect in 1992 and codified as Chapter 10 of the Copyright Act,[138] offers limited
protection of digital music copying.  Section 1008 allows noncommercial consumer copying of digital and
analog music.[139]  This section protects home users when they “rip” songs from their CDs and encode them
into MP3 files.[140]  Section 1008 could be viewed as little more than a clarified, common law, fair-use
doctrine.  However, under the AHRA, a lawsuit may not be brought alleging copyright infringement based upon
“noncommercial use by a consumer of [a digital recording medium] for making digital or analog musical
recordings.”[141]  It is unclear how the AHRA will be applied in Napster or similar cases because United
States District Court Judge Marilyn Hall Patel did not consider Napster’s AHRA argument and instead held that:

The AHRA is irrelevant to the instant action. Neither the record company nor
music publisher plaintiffs have brought claims under the AHRA; moreover, the
Ninth Circuit did not hold in Diamond Multimedia that the AHRA covers the
downloading of MP3 files.[142]

C.         The Digital Millennium Copyright Act (DMCA)

34. In an effort to better tailor copyright law to new developments in technology, Congress passed the DMCA in
November 1998 as Chapter 12 of the Copyright Act.[143]  Many commentators viewed the Act as Congress
shifting the law from the protection of original works to the maximization of the recording industry’s profits.
[144]  The recording industry was able to achieve this lobbying success through its not-for-profit trade
association, the RIAA.[145]  The RIAA has continued to lead the legal charge against alleged copyright
infringers since its inception in 1952.[146]

35. The DMCA contains two major provisions relevant to the Napster dispute and MP3 legal battles in general.
 First, the DMCA offers a safe harbor for Internet Service Providers (ISPs).[147]  Section 512(a) limits liability
“for infringement of copyright by reason of the [service] provider's transmitting, routing, or providing
connections for, material through a system or network controlled or operated by or for the service provider, or
by reason of the intermediate and transient storage of that material in the course of such transmitting, routing,
or providing connections,” if five conditions are satisfied:

(1) the transmission of the material was initiated by or at the direction of a
person other than the service provider;
(2) the transmission, routing, provision of connections, or storage is carried out
through an automatic technical process without selection of the material by the
service provider;
(3) the service provider does not select the recipients of the material except as
an automatic response to the request of another person;
(4) no copy of the material made by the service provider in the course of such
intermediate or transient storage is maintained on the system or network in a
manner ordinarily accessible to anyone other than the anticipated recipients,
and no such copy is maintained on the system or network in a manner
ordinarily accessible to such anticipated recipients for a longer period than is
reasonably necessary for the transmission, routing, or provision of
connections; and
(5) the material is transmitted through the system or network without
modification of its content.[148]

36. A second relevant provision of the DMCA pertains to the issue of security technology circumvention.[149] 
Section 1201 prohibits the evasion of any technological measure that a copyright owner uses to control access
to the copyrighted work.[150]  The DMCA also prohibits the import, manufacture, or provision of any
technological device that achieves such prohibited circumvention.[151]  While this section of the Act will not
affect Napster until secure formats become the dominant media, it certainly bears watching.

D.         The No Electronic Theft Act (NET Act)

37. On December 16, 1997, the NET Act was signed into law.[152]  The Act does not have any direct application
to the Napster situation as of yet but it is important because it has the potential to apply criminal penalties to
Napster’s executives.  The NET Act arose as congressional response to a loophole in criminal copyright law. 

38. In 1994, David LaMacchia, a student at the Massachusetts Institute of Technology (MIT), set up two computer
bulletin board systems (BBSs) to allow users to upload and download copyrighted software.[153]  Because of
the incredible traffic generated by the BBSs, the authorities were alerted.[154]  At that time, the copyright laws
required that LaMacchia must profit from the copyright infringement in order to be liable for criminal
infringement.[155]  After attempting to prosecute LaMacchia under a wire fraud statute, the indictment was
dismissed and LaMacchia suffered no criminal penalty for his actions.[156]  Congress eliminated the
“LaMacchia loophole” by removing the commercial gain requirement for criminal copyright infringement
prosecution.[157]

39. In the Napster case, the question of whether the NET Act is applicable revolves around intent.  The statute lacks
a specific intent requirement,[158] but Congress has repeatedly stated that the law was designed to be used only
to punish knowing copyright infringers.[159]

IV.        The Case Against Napster

40. Since the filing of their lawsuit against Napster, Inc., the music companies have been seeking $100,000 for each
copyright-protected song downloaded using Napster.[160]  While this sum would surely bankrupt Napster, it is
not without precedent after the decision in UMG Recordings v. MP3.com.[161]  The recent partial settlement
has reduced the damages significantly but would require Napster to give a third of all future profits to the
settling parties.[162]  With this much money at stake, it is clear why both parties have engaged in significant
legal wrangling at both the federal district and appellate levels.

41. Napster has primarily been litigated before Chief Judge Marilyn Hall Patel in the U.S. District Court of the
Northern District of California.[163]  Judge Patel has made four major rulings in the case thus far.  On May 12,
2000, she ruled that Napster was not protected by either of the DMCA’s two major shelters for online service
providers.[164]  On July 26, 2000, she approved a preliminary injunction shutting down Napster.[165]  This
injunction was lifted by the Ninth Circuit Court of Appeals on July 28, 2000.[166]  On August 10, 2000, Patel,
on remand from the Ninth Circuit, made her most extensive findings on the case and again reinstated the
preliminary injunction against Napster.[167]  On February 12, 2001, the Ninth Circuit again handled an appeal
of the district court’s holdings and again lifted the injunction shutting down Napster.[168]  This time, however,
the appellate court held that the injunction could be reinstated if the plaintiff notified Napster of copyrighted
work available on the system and if the injunction were tailored to limit only those operations which directly
supported the exchange of copyrighted material.[169]  The district court responded to the Ninth Circuit’s ruling
on March 5, 2001 and held that Napster was preliminarily enjoined from copying, downloading, uploading,
transmitting, or distributing copyrighted material.[170]

A.         DMCA Shelters - May 12, 2000

42. On May 12, 2000, Judge Patel denied Napster the safe harbors of the DMCA.[171]  Ironically, it was because
Napster did not allow the MP3 files to pass through its servers that Judge Patel held against Napster.[172] 
Citing Congressional discussions on the DMCA, Patel believed that Congress intended the section 512(a) safe
harbor rule to apply only to activities where the ISP was a conduit for communication between third parties.
[173]  Since Napster only provided users a means to connect, it was not such a conduit.

B.         Affirmative Defenses - July 26, 2000 and August 10, 2000

43. In her two decisions in the summer of 2000, Patel addressed the question of whether a direct infringement by
Napster’s users had occurred.  Given that the plaintiff’s expert in the Napster case, Dr. Ingram Olkin, estimated
that eighty-seven percent of the files obtained using Napster were copyrighted,[174] the finding of a prima facie
contributory and vicarious infringement claim by Judge Patel was not surprising.[175]  Her chief analysis thus
focused on the affirmative defenses offered by Napster.

1.          Fair Use

44. The evaluation of at least one of the four factors of fair use was a complicated matter for Judge Patel.  On the
question of the first factor, the fact that Napster had plans to “monetize” its service worked against its fair use
claim.[176]  Regarding the second factor, Judge Patel decided that since the work was creative in nature, the
fair use argument was weakened.[177]  The fair use defense was hurt in reference to the third factor because
users copied whole music files.[178]  Judge Patel found the fourth factor to be determinative. 

45. Patel found two issues to be critical in assessing the economic effects of Napster: the decrease in CD sales on
and around college campuses and the potential market barrier for recording companies entering the digital
download market.[179]  As one author wrote:

Retail music sales to the eighteen-to-twenty-four-year-old market are
plummeting.  The main culprit appears to be thousands, if not millions, of
digital pirates in the United States and Canada who use a readily available and
free format called “MP3” to receive and send music over the internet.[180]

2.          Substantial Non-Infringing Uses
46. Napster listed several possible non-infringing uses.  First, Napster argued that it offered a sampling service for

music listeners to try out music before purchasing it.[181]  Second, Napster said that its service allowed users
to space-shift their music listening from multiple locations.[182]  Most significantly, Napster said that it
allowed new artists a powerful vehicle to promote their music.[183]  Ultimately, Patel held that “any potential
non-infringing use of the Napster service is minimal or connected to the infringing activity, or both.”[184]

C.         Injunction Finalized - March 5, 2001

The March 5, 2001 ruling by Patel created the current situation in which Napster now exists.  The injunction
against Napster allowed the service to maintain operations provided that it could effectively restrict the
distribution of copyrighted material.[185]  The service attempted to filter out copyrighted songs but various
attempts by users to circumvent those filters made it an ineffective means to comply with injunction.[186]  The
service effectively shut down in July 2001 [187] and users have had to find other means to swap MP3 files
since that time.

V.         Consequences of a Napster Defeat
A.         Big Five Win?

“I love Napster.  I’m never buying a CD again.”[188]
- An anonymous fan

47. Judge Patel’s reasoning in Napster thus far offers little hope that Napster will survive in anything resembling its
original form.  What remains to be seen is whether the expected demise of Napster will actually be to the
benefit of consumers and the recording industry.  Certainly, the Big Five are not exaggerating when they claim
that Napster and its brethren threaten their entire industry.[189]  “The ability of consumers to gain ready access
to music files via the Internet may ultimately transform the manner in which the entire music industry
operates.”[190]  “The traditional role of recording industry giants may become obsolete if electronic delivery
continues to become more popular.”[191]  The recording industry’s concern with the MP3 format revolves
around a central characteristic of all digital music: quality does not degrade through copying.[192]  Their
justified fear is that once an album is sold to one, it becomes available to all.[193]

1.          Inevitable Change

“No matter what, Napster lives.”[194]
-Michael J. Miller

48. Regardless of the outcome of A&M Records v. Napster, it is unlikely that digital downloading through channels
outside of the recording industry’s control will cease, although Napster itself may turn out to be a bit player in
the digital music download scene.  After all, until the recent merger with BMG, it had failed to conform to basic
market principles since it offered its service for free (without even advertising revenue).[195]  The Napster case
has already dragged on for almost two years and there has yet to be a trial.  At the rate this market has
developed, it is naive to assume that Napster will remain the dominant player in the peer-to-peer digital music
download market.  Already iMesh[196], CuteMX[197], Pointera[198], Morpheus[199], Scour[200],
Gnutella[201], FreeNet[202], and Publius[203] have gathered large user bases to exchange files.  These
services are typically less vulnerable to the RIAA’s attacks.  In particular, Gnutella, while sporting the worst
interface, has no central servers and no company to sue.  The other companies also allow exchange of many
files besides MP3s.  These elements strengthen their substantial non-infringing use arguments if they are sued
in the future.  These companies and services have already learned from Napster’s mistakes and, unless the
Supreme Court decides to abandon its decision in Sony, there is little reason to believe the RIAA can have these
services shut down.  Some of the services have also created a new profit model based on the installation of
“spyware” that tracks a user’s Internet activity so that the information can be sold.  Further, several of the
services have servers outside of the United States and efforts to enforce intellectual property rights will be
complicated by questions of international jurisdiction.

2.          System Shock

49. The Big Five and the RIAA have committed themselves to a business model founded on secure music files. 
Neither the SDMI experience nor the breaking of DVD encryption codes[204] has shaken the commitment by
recording companies to watermark or encrypt music.  Even as some major artists such as Prince[205] have
joined lesser known artists like They Might Be Giants[206] in leaving their labels to distribute their music
online, the recording industry continues to see its role as middleman.[207]  Despite the fact that every secure
music format has failed to gain consumer support, the industry continues to develop more secure formats.  Even
the shock of losing the case against Diamond Multimedia only caused the industry to increase efforts in the
secure music direction.

Rather than taking steps to protect their own content, while leaving other
content to be freely exchanged in this new mode of distribution, many of [the
recording] companies have sought to make illegal the technologies that
support this new mode of distribution.  Their apparent aim is to use the law to
fit the Internet into their traditional business model.[208]

50. The members of the RIAA have been loath to adapt to a changing marketplace and they want the courts to
protect their very profitable arrangement.

51. Probably the main reason the industry has failed to embrace the digital download revolution (besides comfort
and the belief that they control the legislature because of their success in blocking DAT devices[209]), is that it
is not comfortable with the alternatives.  There are, however, several ways recording companies could change
to not only survive but thrive as well.

52. First, the industry could accept piracy as a fact of life and begin online MP3 distribution from its websites.  It
could charge for digital music in one of three ways: a per song download approach,[210] a per time download
approach,[211] or a shareware type system.[212]  At first blush, these ideas may seem to doom the industry to
bankruptcy and cause significant increases in prices.  There is good reason to believe neither of these fears will
be realized, however.

53. First, the cost of digital online distribution is significantly less than traditional channels since the recording
companies do not have to pay for manufacturing, distribution to retailers, or packaging.[213]

When combined with low price, the convenience of established industry
websites might offset the consumer’s incentive to engage in piracy in the first
place.  Consumers who know that, for instance, they can obtain the single they
want for 50 cents may not bother searching through unreliable pirate sites for
the same music.[214]

54. Second, the experience of the computer software industry provides a successful model for the music
distribution industry to model.  After years of attempting to perfect its copy protection technology, the industry
realized that doing so “adds friction to a product whose chief value is frictionlessness.”[215]  The computer
software industry learned to accept an inevitable amount of piracy and has remained very profitable since.[216] 
The recording industry should have two advantages over the computer software industry in minimizing piracy. 
First, the cost of singles and albums is significantly lower than the cost of an average piece of software. 
Therefore, there is less incentive to engage in piracy because the cost differential between a legitimate purchase
and a pirated acquisition is less.  Second, although Napster has caused some music listeners to become more
World Wide Web savvy, the typical purchaser of software would be expected to have more computer skills.  It
follows that one would expect more piracy to occur in an industry where the consumers are more computer
literate.

55. Even if there are reasons to believe this model will not work for the music industry, the alternative of inevitable,
constant piracy is much worse.  The success of Napster alone provides a major reason to believe that piracy will
continue at high levels if the industry refuses to make music available in digitally compressed formats.  As this
article has illustrated, the recording industry is largely responsible for failing to embrace the potential of online
digital music distribution and has created this situation.  A low-cost, online, mass-distribution system should cut
into the current level of piracy by lessening the economic incentive for it, while allowing record companies to
continue to reap substantial profits.

56. A second approach open to the recording industry would be to use the Internet as a promotional platform.  This
is the method smalltime artists have already used to make money without using the Big Five.[217]  Allowing
free distribution of some songs could create demand, and consumers would be more likely to purchase the
album of the artist.  The potential of this approach has already been observed, although unintentionally so, for
artists like Tim McGraw and Radiohead.[218]  The promotional approach is akin to the way recording
companies utilize radio now.

With the worldwide audience available via the Internet, recording artists,
notably those that are not well established or only have local followings,
would gain exposure to consumers to which they would not otherwise have
access.  The net result could be an eventual increase, rather than decrease in
sales.[219]

57. There is also potential for the recording industry to move into areas it abandoned many years ago.  Mainly, the
industry could use the Internet and online distribution as a means to promote live music and secondary products
like t-shirts and autographed goods.[220]  This is the approach that has kept symphonies and non-mainstream
artists profitable for years.[221]  With a little creativity and some deals with major advertisers, the recording
companies could use their connections and expertise in the industry to thrive even in a world with rampant
piracy.

58. There are several other ways the recording companies could adapt to the Napster revolution.  These include
using the Internet as a vehicle for mass customization of music albums,[222] an advertiser support system
where music is paid for almost exclusively by advertising accompanying downloads and traditional
distribution,[223] or becoming the middleman who indexes and organizes music for consumer download.[224] 
Each of these approaches is unlikely to offer a complete business model to the recording industry and would
only serve to supplement the two major viable systems the industry could use to survive the transition to the
digital music age.  Nonetheless, it is time for the recording industry to realize its role must change or it will die. 
A loss in the Napster case or further legislative changes to copyright law may be the only ways to give industry
the needed push to aggressively transform their business strategy.

B.         Square Peg, Round Hole

“With angry representatives of the music industry on one side and defiant copyright infringers on the
other, the law that pertains to digital music has been misunderstood and sometimes ignored.”[225]

- Mary Jane Frisby
59. The lawsuit against Napster will have an indelible effect in determining the level of information exchange using

the Internet, the freedom users of the World Wide Web enjoy in gaining access to information, and the role law
enforcement and the courts will take in policing the Internet.  As a result, it is essential that the future of the
Internet be examined carefully before continuing on our current path.  As Lawrence Lessig argued in his brief
to the district court in Napster:

One unavoidable consequence of this decentralized, neutral design is that
innovators will develop technologies that will affect legal rights of regulation. 
Sometimes this effect will be intended; other times it will be unintended.  In
both cases, regulators must decide how best to respond to this change in the
effectiveness of a pre-existing legal protection or regulation.[226]

60. The conflict surrounding the distribution of digital media over the Internet has been defined in terms of MP3s,
but it will not be long before other industries are affected. While transmission of video files is still a relatively
uncommon practice due to the size of the files, growing bandwidth and faster transmission speeds will increase
the threat to the movie industry as well.[227]  Even though the digital book has yet to replace its paper
counterpart, the ease of text distribution combined with the likelihood of online libraries could threaten book
publishers as well.[228]

61. An unrelated but still very important concern is that the SDMI’s efforts will endanger fair use and public
domain works.  The organization has yet to describe accommodations for legitimate use of copyrighted
materials.[229]  Encryption also extends beyond the legal expiration limits allowed by copyright because it
keeps content indefinitely locked.  This presents a significant inevitable problem as copyright owners must
release their hold on their music but doing so would reveal the encryption code to other copyrighted material.
[230]  Non-SDMI-compliant players may not even have the ability to input encryption codes thus extending the
copyright in perpetuity.[231]

62. If the tone of the decisions handed down by Judge Patel in her Napster-related rulings is any indication, there is
much to fear regarding the future of the Internet.  In order to enforce a system of copyrights where music (or
other media) is secure, an active monitoring presence will be necessary.  Given the music and movie industries’
ability in the past to get Congress to take action to regulate tighter security for media copyrights, there is every
reason to believe the government would become that monitoring presence in the future.  Given the many
avenues for digital media distribution online (IRC, websites, services like Napster, etc.), it is hard to imagine an
area of the World Wide Web that the government would not be investigating.  Such a development would stifle
one of the most potent vehicles in history for free exchange of information and interpersonal communication. 
Before we decide to make copyrights the deity of the Internet age, we must realize the incredible system of
freedom we have created.  The choice is not between copyrights or no copyrights, it is a choice between
adapting copyright law to technological innovation or letting the government crush the fountain of liberty that
has erupted through the global Internet.

 
VI.        Time for Change

63. On November 29, 2000, the Copyright Office and National Telecommunications & Information Administration
(NTIA) held a public hearing to discuss two controversial proposals for reconciling digital technology with
copyright law.[232]  Specifically, the hearings focused on whether to extend the “first sale” doctrine of the
Copyright Act (as codified in section 109) to cover digital transmissions of copyrighted works and to
specifically allow purchasers of digital copyrighted material to make archival copies to guard against loss (as
provided in section 117 of the Copyright Act).[233]  Advocates for reform have argued that the “DMCA
impedes use of ‘first-sale’ doctrine by giving copyright owners too much control over access to and use of
online materials.”[234]  Further, they have complained that section 117's allowance for archiving has been
limited to software copying even though the rationale for consumer power to backup applies equally in the case
of digital performances and music.[235]  The Computer and Communications Industry Association believes
that a Congressional amendment to the Copyright Act would eliminate “needless complexity and uncertainty on
the Internet.”[236]  Opponents of the proposals have argued that the amendments would jeopardize copyright
holders’ rights to their work.[237]

64. The question of whether to extend the “first sale” rule to digital transmissions and allow archiving of those
transmissions is not a new one.[238]  What is unique is Congressional and administrative willingness to tackle
these issues and adopt meaningful reform.  It is against this backdrop that a new perspective on copyright law
and digital music can be heard.  Rather than attempting to adapt the Internet to the Big Five’s traditional
business model, traditional copyright law can be extended to the Internet.  The proposed amendments to
sections 109 and 117 can provide the base, but more significant reform is needed.  The core concepts
underpinning Sony must be extended to the Internet and peer-to-peer file sharing.  New technology as
promising as Napster and its brethren should not become victim to a business model that should no longer be
relevant.  Since the courts are limited by existing statutes, Congress should step in and adopt concrete measures
to harmonize existing copyright principles in cases of digital transmission of music files.  Doing so would force
the recording industry to reckon with a changing technological landscape, preserve the Internet as a vast
landscape of free information exchange, and allow musicians greater choice in how they wish to distribute their
music.

VII.      Conclusion    

65. We are entering a very confusing time of cultural transformation, global interdependence, and legal flux.  The
Napster case will play a pivotal role in how the world of tomorrow will look.  Understanding what is at stake in
the debate over Napster is just as important as deciding which side of the discussion to support.  Unfortunately,
the quality of discourse that is occurring now does not bode well for the future.

66. Judge Patel’s decision, while applying present law correctly, demonstrates a lack of understanding of how the
Internet works and the role of the Internet in our society.  Napster, on the other hand, continues to rely on the
same tired arguments that were rejected in the first two district court decisions.[239]  Other parties have come
to play vocal parts in the social discussion about Napster.  Metallica moved its attacks on Napster outside of the
courts by sending a letter to eleven major universities to persuade them to take stronger measures to remove
Napster from their campuses.[240]  MP3.com tried to rally a “Million Email March” to give users the ability to
access MP3 files from the web for CDs they own.[241]

67. What does all this mean for the future?  Unless we, as a society, realize what is at stake in this case, music and
free exchange of information via the Internet could be warped in ways undesirable to all of us.  Only by staking
a claim for the future of the World Wide Web can it be protected from government intrusion.  Only by forcing
the recording industry to rethink its business approach and stance on copyrights can it survive the transition to a
world of online digital music distribution.  Only by understanding the issues in the Napster debate can society
ensure that the world after Napster is the one in which we want to live.
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